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ABSTRACT 

        The web services are implemented in any search engine in order to identify the black list links in 

the websites. The problem definition of this project is to make the websites in the search engine in the 

actual position. Basically hackers will be intrude in to the source code of the web and add their own 

web link into the higher prior web sites, this makes the lower prior web to bet the higher prior web in 

the very short period of the time so that mostly advertisement related websites are founding in the top 

level of the websites. In order to overcome the above given problem here we are introducing the ddos 

method in order to identify the blacklisted links from the original websites. This can be implemented 

in web servers; this is because web servers can be interrelated with most of the search engines. So that 

the web site admin can have a individual login to find out the blacklisted links in their own website. In 

added with the admin can able to deleted the blacklist and can able to identify the IP address of the 

blacklisting zone also. In case of continuous blacklisting from the any IP address means that can be 

blocked permanently by the web admin. So the by using this method search engine will shows the 

prompt results according to the user defined search as well as advertisement and promotion websites 

can be avoided in major.  So that by using this method the prior hit listed websites will results in the 

top position of the search engine. And using the IP address the blacklisting sites will be blocked 

permanently.  

Keywords: DDOS, Web Services, IP. 

1. RELATED WORKS 

         We inventory the possible attacks against the integrity of the OLSR network routing 

infrastructure, and present a technique for securing the network. In particular, assuming that a 

mechanism for routing message authentication has been deployed [1]. We concentrate on the problem 

where otherwise “trusted” nodes have been compromised by attackers, which could then inject false 

(however correctly signed) routing messages. Our main approach is based on authentication checks of 

information injected into the network, and reuse of this information by a node to prove its link state at 

a later time. We finally synthesize the overhead and the remaining vulnerabilities of the proposed 

solution [1]. A rouge node can, indeed, manipulate this assumption and mount attacks against the 

concerned routing protocol to disrupt routing operations. In addition, a malicious node may also 

launch Denial of Service (DoS) attacks to deprive legitimate nodes from being serviced. In this 

chapter, we provide an insight into the various routing attacks available in literature, namely, 
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flooding/resource consumption, wormhole, blackhole, link withholding, link spoofing, and replay 

attacks [2]. The Optimized Link State Routing (OLSR) protocol is a proactive Mobile Ad hoc 

Network (MANET) routing protocol. Security aspects have not been designed into the OLSR protocol 

and therefore make it vulnerable to various kinds of attacks. Recent research efforts have focused on 

providing authentication and encryption techniques to secure the OLSR protocol against attacks from 

outside intruders. A second line of defence is required to provide intrusion detection and response 

techniques in protecting the OLSR protocol against attacks from inside intruders [3]. In proactive 

routing protocols, such as the Optimized Link State Routing (OLSR) protocol, nodes obtain routes by 

periodic exchange of topology information. Most of these routing protocols rely on cooperation 

between nodes due to the lack of a centralized administration and assume that all nodes are 

trustworthy and well-behaved. However, in a hostile environment, a malicious node can launch 

routing attacks to disrupt routing operations or denial-of-service (DoS) attacks to deny services to 

legitimate nodes [4]. 

2. THE PROPOSED SYSTEM 

           Denial of Service (DoS) prevention and dynamic blacklisting is used by the (Session border 

controller) SBC to block malicious endpoints from attacking the network. The SBC must monitor 

signalling traffic and dynamically detect potential attacks without disrupting the rest of the services 

that it provides. The attacks can then be blocked internally or externally. DoS attacks are generally 

performed on internet services to deny these services to others. They are usually aimed at the provider 

of the service, and are either purely malicious vandalism or part of an attempt at extortion. 

Blacklisting is the process of matching inbound packets based on parameters, such as source IP 

addresses, and preventing the packets that match those parameters from being processed. Dynamic 

blacklists put in place automatically (subject to a set of configurable constraints) by the SBC when it 

detects an attempt to disrupt traffic flowing through it. Dynamic blacklisting does not require 

management interference. It can occur within milliseconds of the start of an attack and can change and 

adapt as the attack changes providing immediate network protection. 

3. BLACKLISTING METHOD 

Blacklisting, can probably guess from the name, is when search engines refuse to even list pages. This 

generally happens as a result of poor SEO. Websites that have a META keyword tag full of popular 

keywords that don't actually appear in the article are the most likely to be blacklisted. But there are 

other traps that SEO can fall into, which aren't as easy to spot. 

Keyword Spamming 

This is a prime way of getting your website blacklisted. Examples of keyword spamming include, say, 

listing "britney spears" in your META keyword tag when your website is about web programming in 

New Jersey. Unless our website is actually about a given keyword, don't include it. Search engines tell 

the difference . Among other things, search engines compare your META keywords with your text. If 

you use a word as a keyword in your META tag, you had better use it in your web copy, or risk being 

blacklisted. 
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Keyword Crowding 

This occurs when the TITLE tag is one long string of keywords, without cohesion or unity. The 

TITLE tag is not the place to list keywords. That's what the META tag is for. Instead, your TITLE tag 

should contain one or two of your most important keywords, strung together logically. If, for example, 

your website was about web programming in New Jersey, an excellent TITLE for your tag would be 

"Web Programming in New Jersey". A TITLE that suffered from keyword crowding, on the other 

hand, would probably look something like "web programming seo design". As we've said before, the 

TITLE tag, while it is your most important keyword tag, is not the place to simply list keywords. 

Would the example above be blacklisted? That depends on the search engine. Some engines might 

blacklist it. Others might let it pass since it only has four words. (TITLE tags that have eight or ten 

keywords listed like the example above are almost certain to be blacklisted on any search engine.) 

4. ADVANCE OLSR METHOD 

        Keyword stuffing is the practice of filling a web page with keywords or numbers so that the 

search engine will think the page is relevant to the search. Usually these keywords are irrelevant to the 

actual site. Sometimes these keywords are hidden so that they are not seen by the user, but are still 

scanned by the search engine. Keyword stuffing can result in poor user experience and ultimately 

harm your site’s ranking. 

IP HANDLER 

When an attackers using genuine address, the proxy server uses the Deficit Round Robin algorithm to 

collect the address of the client request. if an attacker sends packets much faster than its fair share, the 

scheduling policy will drop its excess traffic. More Over, for each genuine IP address, the system will 

perform accounting on the number of packets that reach the firewall but are dropped by the scheduler; 

its IP address will be blacklisted. 

NEW CRACKING ALGORITHM FOR ADVANCED OLSR 

Start the Process  

H=Maintain the IP address History;  

U=User enter into the website;  

I=Store the Each Client IP address;  

Check each time U in server,  

If (I==H) 

Else  

IP=Get the IP address; MAC 1=IP+MAC  

// Read Previous MAC Algorithm Server=MAC1;  
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Client=MAC1; If (Server=Client)  

Accept the request from the client Send the response for the request.  

Else  

Add the User.IP to the Attacker List, Print : “Access Denied”   

Else  

Accept the request from the IP Send the response for the request.  

End 

 Due to increase in number of users on internet, many people want to attack other system resources. 

Competitors also want to make their web site more popular than others. So they want to attack the 

service of other’s web site. They keep on logon to a particular web site more times, and then service 

provided by the web server performance keeps degraded. To avoid that one, this application maintains 

a status table. In that it keeps the IP addresses of current users and their status. If the particular IP 

address has been signed on for a first time, it makes the status as genuine user. For 2, 3, 4 it marks as 

Normal user. For the fifth time it makes the particular IP address status as Attacker. In the time 

calculations we are only consider 5 times. User wish to server increase the time depends up on the 

application. After that, the user cannot allow get the service of that particular web site. The service is 

denied to that particular IP address. 

 Packet filters act by inspecting the "packets" which transfer between computers on the Internet. If a 

packet matches the packet filter's set of rules, the packet filter will drop (silently discard) the packet, 

or reject it (discard it, and send "error responses" to the source). It is observed that a web transaction 

typically consists of hundreds or even thousands of packets sent from a client to a server. During a 

DDos attack, since the packets will be randomly dropped at high probability, each of these packets 

will go through a long delay due to TCP timeouts and retransmissions. Consequently, that total page 

download time in a transaction can take hours. Such service quality is of little or no use to clients. In 

contrast, our defense system ensures that, throughout a web transaction, only very first packet from a 

client may get delayed. All later packets will be protected and served. We show that this allow a 

decent percentage of legitimate clients to receive a reasonable level of service.The goal of this 

application is to maximize a system utility function. When a DDoS attack occurs, the proposed 

defense system ensures that, in a web transaction, which typically consists of hundreds or even 

thousands of packets from client to server, only the very first SYN packet may get delayed due to 

packet losses and transmissions. Once this packet gets through, all later packets will receive service 

that is close to normal level. This clearly will lead to significant performance improvement. 

5. RESULTS AND DISCUSSION  

        The experimental results of this paper are carried out by several attackers list in the below 

mentioned websites. The algorithm updates each time the history of the user and at the same time the 

information of the history are provided with the information such as blacklist, Time, and IP Address. 

Based on the IP Address, each time the user arrived at the website is analyzed. When the new user 
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enters into the site continuously, the new cracking algorithm to determine whether the user is DDoS 

attacker. At the same time our experimental result obtains without any attacker or any DDoS 

prevention. In that situation what is sate of web server is calculated. And also when the attacker is 

allowed to access the website, the status of the web server also calculated. And also the attacker list is 

maintained and checked the user with the list.  

 

   

    

    

    If the attacker is found, the access is denied by New cracking Algorithm. In this situation, the web 

server status also calculated. This is very useful for the users to determine the efficiency of our 

proposed algorithm named as New Cracking Algorithm. So in this algorithm to use the DDoS to 

prevent the server from accessing the server and interruption of the performance in server is distribute 

successfully in this system. 

CONCLUSION 

In this paper we have proposed the procedure made to tackle the continuous problems occur in the 

web services. in the proposed cracking algorithm for user friendly in domain and the capacity to store 

user profiles and profiles and sending them to the server component aided attackers through 

blacklisting methods. This have the advantage of differentiating the clients from the attackers those 

who tries to affect the server function by posting requests in a large amount for unwanted reasons. 

This can be used for creating defences for attacks require monitoring dynamic network activities. the 

basic idea behind the proposed system is to isolate and protect the web server from huge volumes of 

ddos request when an attack occurs. in particular, we propose a ddos defence system for protecting the 

web services. when a ddos attack occurs, the proposed defence system ensures that, in a web related 

server information are managed without corruption. this newly designed system that effectively gives 

the availability of web services even during severe ddos attacks. our system is practical and easily 
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deployable because it is transparent to both web servers and clients and is fully compatible with all 

existing network protocols 
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